Information zur Erhebung personenbezogener Daten nach der DSGVO
fur Beschaftigte

Die EU-Datenschutz-Grundverordnung verpflichtet uns, Ihnen umfassende Informationen zur Ver-
arbeitung |hrer personenbezogenen Daten im Zusammenhang mit der Beschaftigung im Unterneh-
men zur Verfigung zu stellen. Dieser Verpflichtung entsprechend teilen wir Ihnen Folgendes mit:

l. Kontaktdaten

Verantwortlicher
Parkhotel Insel Rigen GmbH
Holzmarkt 1, 07743 Jena

Tel.: 03838 815-0
Fax: 03838 815-500

Tel.: 03838 815-0
eMail: info@parkhotel-ruegen.de

Externer Datenschutzbeauftragter
LOROP GmbH

Jorg Hoffmann

Landgrafenstrasse 16

10787 Berlin

datenschutz@lorop.de

Il. Verarbeitungsrahmen

Wir erheben lhre personenbezogenen Daten wie nachfolgend aufgeflhrt im direkten Kontakt mit
Ihnen. Im Rahmen der Mitarbeiterverwaltung werden uns daneben aber auch Daten von Dritten
ubermittelt. Dies ist insbesondere bei Daten Uber die Sozial- und Krankenversicherung sowie Fi-
nanzdaten der Fall. In diesen Fallen erheben wir Daten insbesondere von Versicherungstragern wie
Krankenkassen, Renten- und Unfallversicherung bzw. Berufsgenossenschaft sowie dem Finanzamt
zu folgenden Zwecken:

e Wir verarbeiten lhre Daten, wenn dies fUr die Erfullung eines Vertrages, den Sie mit uns abge-
schlossen haben, erforderlich ist. Die Datenverarbeitung erfolgt gem. Art. 6 (1) b 1. Alt. DSGVO.

Dies betrifft folgende Vertragsvarianten und Zwecke:

» Abwicklung des Arbeitsvertrags inkl. aller Nebenpflichten
o die Abrechnung von Lohn und Gehalt einschlieRlich Spesenabrechnungen
o die Erfassung der Arbeits-, Urlaubs- und Fehlzeiten, beispielsweise zur Flihrung eines
Arbeitszeitkontos sowie der Abwesenheitsplanung
o die Personalaktenfihrung zur Verwaltung der Mitarbeiter unseres Unternehmens
o die Erfassung und der Nachweis der Durchflihrung von Schulungen und sonstigen Mal}-
nahmen, insbesondere in den Bereichen Arbeitssicherheit und Arbeitsschutz, Brand-
schutz, Datenschutz, Geldwasche, Hygiene und ahnlichen Gebieten
o die Prifung der Zugangs- und Zutrittsberechtigung
o die Organisation und Verwaltung von Dienstwagen, einschlieRlich der Dokumentation
der Fahrtenbilcher sowie der Verwaltung von Verwarnungs-, Bul3- und Strafsachen
o Budgetverhandlungen mit dem Kostentrager
» Vertrag Uber betriebliche Altersvorsorge

Es besteht eine vertragliche oder gesetzliche Verpflichtung zur Bereitstellung Ihrer Daten. Diese
sind Voraussetzung fir den Abschluss bzw. Fortsetzung eines Arbeits-, Dienst- oder sonstigen Be-
schaftigungsverhaltnisses.



Zur Erflllung des Vertrages sind folgende Datenkategorien zwingend erforderlich:

Identifikationsdaten (Namensdaten, Ge-
burtsname und Geburtsdatum und -ort)
Adressdaten
Kontaktdaten

Bankverbindung
Finanz-ldentifikationsdaten (Steuer-ID,
Steuerklasse)
Sozialversicherungsnummer

Angaben zur Krankenversicherung
Angaben zur Rentenversicherung /Pensio-
nen

Elterneigenschaft, Kinderfreibetrage
kirchensteuerrelevante Religionsangaben

Berufliche Tatigkeiten
Berufsqualifikation
Berufserfahrung

Finanzierung von Ausbildungen
Gegenwartige Arbeitsstelle

Vertragsdaten

Lohn- und Gehaltsdaten

Einstellung / Beendigung des Arbeitsver-
haltnisses

Urlaubsdaten / Fehlzeitdaten
Anwesenheitszeiten, Abwesenheitszeiten
Unterschrift

Die sonstigen Daten bzw. Arten von Daten werden von uns im Rahmen der Sicherstellung eines
ordnungsgemalfen Betriebsablaufs erhoben. Die Verpflichtung der Bereitstellung dieser Daten
ergibt sich aus dem mit lhnen bestehenden Arbeitsvertrag, ggfls. erganzt um entsprechende
Dienst- bzw. Arbeitsanweisungen.

Geschlecht

Gesundheitsdaten (bspw. Zeitraum Ar-
beitsunfahigkeit, Hygiene, Verbandbuch,
Arbeitsunfalle)

Staatsangehdrigkeit

ggf. Schulden,

ggf. (Lohn-)Pfandungen und Darlehen (ein-
schlieBlich Glaubiger);

Berufliche Entwicklung
Berufliche Beurteilungen
Schulische Laufbahn
Zusatzausbildungen
Zusatzleistungen

Zuwendungen

Details tber Reisen / Fahrten
Firmenwagen (u. a. Kennzeichen, Listen-
preis)

Beschwerden / Vorkommnisse Arbeitsorga-
nisation

Funktionsbeschreibung

IT-/ TelKo-Nutzerbewertungen
Anwenderdaten

Juristische Daten
Gewerkschaftszugehdrigkeit

Nachweise der Durchfuihrung von Schulun-
gen

Tag der arbeitsmedizinischen Untersu-
chungen

Bildaufzeichnungsdaten

Teilnahmedaten (E-Learning)

Angaben zu Arbeitsunfallen

Medien- und Kommunikationsmittelge-
brauch

Schwerbehinderung (mit entsprechendem
Aktenzeichen);

Vorliegen eines polizeilichen Flihrungs-
zeugnisses

Konfektionsgroflie bei Berufsbekleidung

o Wir verarbeiten ggf. auch besondere Daten |hrer Person gem. Art. 9 (2) b DSGVO, um unseren

Pflichten aus dem Arbeitsrecht nachzukommen:

Folgende Pflichten sind davon betroffen:
» Verarbeitung von Daten zu Arbeitsunfahigkeitszeiten (§ 5 (1) S. 1 EntgFG)
» Vorlage des Nachweises eines ausreichenden Masernimpfschutzes (§ 20 (9) IfSG)

e Wir verarbeiten lhre Daten, wenn Sie uns eine Einwilligung gem. Art. 6 (1) a DSGVO oder

gem. Art. 9 (2) a DSGVO erteilt haben.



Eine Einwilligung kénnen Sie erteilen fur:

» Anfertigen und Verarbeiten von Fotografien
» Anfertigen Flhrerscheinkopie

» Betriebliches Eingliederungsmanagement
» Verarbeitung von Notfallkontaktdaten

Die Einwilligung zur Datenverarbeitung holen wir uns ggf. gesondert und schriftlich bei Ihnen ein.
Ihre erteilte Einwilligung kdnnen Sie jederzeit mit Wirkung fur die Zukunft widerrufen. Im Falle des
Widerrufes der Einwilligung wird die betroffene Form der Datenverarbeitung unverztglich fir die
Zukunft eingestellt, ohne dass die Verarbeitung der Daten bis zum Zeitpunkt des Widerrufes un-
rechtmafig wird.

Im Einzelfall sind wir gesetzlich verpflichtet, eine Datenverarbeitung vorzunehmen. In diesem
Fall verarbeiten wir lhre Daten gem. Art. 6 (1) c DSGVO.

Eine gesetzliche Verpflichtung haben wir:

» Meldepflicht bei Einzugsstellen (Kranken- und Rentenversicherung, Berufsgenossenschaft,
Finanzverwaltung) (§ 28 h SGB V)

» Meldepflicht bei Arbeitsunfallen (§ 193 (1) SGB VII)

» Fuhren einer Vorsorgekartei arbeitsmedizinischer Untersuchungen (§ 3 ArbMedVV)

» Sichtung und Dokumentation der Vorlage eines polizeilichen Flihrungszeugnisses (§ 72 a
SGB VIII)

Sollte ein lebensbedrohlicher Notfall eintreten und Sie arztliche Hilfe bendtigen, stltzen wir die
Verarbeitung lhrer Daten sodann auf Art. 6 (1) lit. d DSGVO, um lhre lebenswichtigen Interes-
sen zu schutzen.

Dies umfasst insbesondere die Weitergabe von relevanten Daten an Rettungssanitater, Arzte
oder andere Rettungskrafte.

Gegebenenfalls erfolgt die Datenverarbeitung in unserem berechtigten Interesse gem. Art. 6
Abs. 1 lit. f DSGVO.

Soweit gesetzlich zulassig, werden lhre personenbezogenen Daten gespeichert, wenn dies zur
Geltendmachung von oder Verteidigung gegen Rechtsanspriiche erforderlich ist.

Unser berechtigtes Interesse zur Datenverarbeitung ist:

Betrugspravention;

Maflinahmen zur Gewahrleistung und Verbesserung der Sicherheit von IT-Systemen;
Maflinahmen zum Schutz unseres Unternehmens vor rechtswidrigen Handlungen;
Geltendmachung von Schadenersatzanspriichen

Videouberwachung von gekennzeichneten Bereichen

Offentlichkeitsarbeit

Interne Verwaltungszwecke

Dokumentation zum Nachweis durchgefuhrter Unterweisungen (Erste-Hilfe, Brandschutz,
Datenschutz, Arbeitssicherheit)

Sicherung einheitlicher Qualitatsstandards

Abschluss von Versicherungen (Betriebsunterbrechungs-, Betriebsausfallversicherung, Be-
triebsinhaltsversicherung, Vermégensschadenshaftpflichtversicherung)

YVV VVVVVVVYYVY

Bei der Datenverarbeitung in unserem Unternehmen werden keine automatischen Uberwachungs-
oder Bewertungssysteme eingesetzt.

Dauer der Datenspeicherung

Die von uns erhobenen personenbezogenen Daten werden bis zum Ablauf der gesetzlichen Aufbe-
wahrungspflicht gespeichert und danach geldscht, insbesondere wenn nach Artikel 6 Abs. 1 S. 1 lit.
¢ DSGVO aufgrund von steuer- und handelsrechtlichen Aufbewahrungs- und



Dokumentationspflichten (aus HGB, StGB oder AQO) oder berufsrechtlichen Vorschriften die Ver-
pflichtung zur langerfristigen Speicherung der Daten bestehen oder Sie in eine dariber hinausge-
hende Speicherung nach Art. 6 Abs. 1 S. 1 lit. a DSGVO eingewilligt haben.

Vorbehaltlich solcher Aufbewahrungspflichten werden Daten geléscht, wenn der Zweck, zu dem sie
erhoben wurden, weggefallen ist.

Soweit gesetzlich zuldssig, werden Daten auch gespeichert, wenn dies zur Geltendmachung von
oder Verteidigung gegen Rechtsanspriiche erforderlich ist.

IV. Weitergabe und Auslandsbezug

o Empfanger oder Kategorien von Empfangern der personenbezogenen Daten

Die von uns erhobenen Daten werden unter Beachtung der gesetzlichen Vorschriften ggf. an Emp-
fanger oder Dritte weitergeleitet. Diese Empfanger kdnnen sein:

Intern Extern
e Geschaftsfiihrung e Steuerberater

Abteilungsleiter Wirtschaftsprtfer

Rechnungswesen/Buchhaltung Finanzverwaltung

Betriebsarzt Einzugsstellen, insb. Krankenkassen

IT-Administration Agentur fur Arbeit

Qualitatssicherung ggaf. eigene Rechtsvertreter

Rechnungswesen / Buchhaltung (extern)

Kostentrager

Versicherungsunternehmen

externe Auftragsverarbeiter gem. Art. 4 Nr.

8 DSGVO

o Lohndienstleister: Meinlohnbuero

o Softwareanbieter: Pentacode AG, Bet-
terspace GmbH

o IT-Dienstleister

o Aktenvernichtungsunternehmen Rhe-
nus GmbH

o Sicherheitsdienstleister: SWAS -
Stralsunder Wach- und Sicherheits-
dienst GmbH

e Eine Ubermittlung Ihrer personenbezogenen Daten in ein Drittland erfolgt nicht und ist nicht be-
absichtigt.

V. lhre Rechte

Als betroffene Person haben Sie nach der Datenschutz-Grundverordnung verschiedene Rechte.
Dies sind
e Recht auf Auskunft Gber die bei uns zu Ihnen gespeicherten Daten (Art. 15 DSGVO)
¢ Recht auf Berichtigung unrichtiger Daten (Art. 16 DSGVO)
e Recht auf Loschung der Daten, wenn keine Rechtsgrundlage flir eine weitere Speicherung
vorliegt (Art. 17 DSGVO)

e Recht auf Einschréankung der Verarbeitung der Daten auf bestimmte Zwecke (Art. 18
DSGVO)

¢ Recht auf Datenlbertragbarkeit (Art. 20 DSGVO) und
o Widerspruchsrecht gegen die Verarbeitung lhrer Daten (Art. 21 DSGVO).



Beruht die Verarbeitung |Ihrer Daten auf einer Einwilligung, dann haben Sie das Recht, die von lhnen
erteilte Einwilligung jederzeit zu widerrufen. Die RechtmaRigkeit der aufgrund der erteilten Einwilli-
gung bis zum Widerruf erfolgten Verarbeitung wird durch den Widerruf nicht berihrt.

Gesonderte Information dber das Widerspruchsrecht nach Artikel 21 DSGVO

Nach Art. 21 Abs. 1 DSGVO haben Sie das Recht, aus Griinden, die sich aus lhrer besonderen Situation er-
geben, jederzeit gegen die Verarbeitung Sie betreffender personenbezogener Daten, die aufgrund von Artikel
6 Abs. 1 Buchstabe f der DSGVO (Verarbeitung zur Wahrung der berechtigten Interessen der verantwortli-
chen Stelle oder eines Dritten) erfolgt, Widerspruch einzulegen.

Legen Sie Widerspruch ein, werden wir Ihre personenbezogenen Daten nicht mehr verarbeiten, es sei denn,
wir kdnnen zwingende schutzwirdige Griinde fiur die Verarbeitung nachweisen, die lhre Interessen, Rechte
und Freiheiten Uberwiegen, oder die Verarbeitung dient der Geltendmachung, Ausiibung oder Verteidigung
von Rechtsanspriichen.

Daneben haben Sie nach Art. 77 DSGVO das Recht auf Beschwerde bei einer Aufsichtsbehorde,
wenn Sie der Ansicht sind, dass die Verarbeitung der Sie betreffenden Daten gegen datenschutz-
rechtliche Bestimmungen verstoft. Die fur uns zustéandige Aufsichtsbehérde ist:

Thuringer Landesbeauftragter fur den Datenschutz und die
Informationsfreiheit HalRlerstrale 8, 99096 Erfurt

Telefon: +49 361 57-3112900, eMail:
poststelle@datenschutz.thueringen.de Web: https://www.tlfdi.de

Schlieflich haben Sie das Recht, sich jederzeit an unseren Datenschutzbeauftragten zu wenden.
Dieser ist hinsichtlich Ihrer Anfrage zur Verschwiegenheit verpflichtet, soweit es um die Verarbei-
tung lhrer Daten geht.

Unseren Datenschutzbeauftragten erreichen Sie unter den in Ziffer | genannten Kontaktdaten.



